STATE OF CALIFORNIA - HEALTH AND HUMAN SERVICES AGENCY CALIFORNIA DEPARTMENT OF SOCIAL SERVICES

State of California - Department of Social Services

DUTY STATEMENT
EMPLOYEE NAME:

Vacant
CLASSIFICATION: POSITION NUMBER:

INFORMATION TECHNOLOGY SPECIALIST lI 772-1414-XXX (CECRIS DEVELOPER)
DIVISION/BRANCH/REGION: (UNDERLINE ALL THAT APPLY) BUREAU/SECTION/UNIT: (UNDERLINE ALL THAT APPLY)
ISD/Innovative Technology Solutions Branch Solutions Development Bureau
SUPERVISOR’S NAME: SUPERVISOR'S CLASS:

Vacant IT Manager |

SPECIAL REQUIREMENTS OF POSITION (CHECK ALL THAT APPLY):

Designated under Conflict of Interest Code.

Duties require participation in the DMV Pull Notice Program.

Requires repetitive movement of heavy objects.

Performs other duties requiring high physical demand. (Explain below)
None

O 0o oo

(]

Other (Explain below)

Fingerprint Clearance Required.

| certify that this duty statement represents an accurate | have read this duty statement and agree that it represents the
description of the essential functions of this position. duties | am assigned.

SUPERVISOR'S SIGNATURE DATE EMPLOYEE'S SIGNATURE DATE

SUPERVISION EXERCISED (Check one):

O None L Supervisor L Lead Person 0 Team Leader

FOR SUPERVISORY POSITIONS ONLY: Indicate the number of positions by classification that this position DIRECTLY supervises.

Total number of positions for which this position is responsible:

FOR LEADPERSONS OR TEAM LEADERS ONLY: Indicate the number of positions by classification that this position LEADS.

MISSION OF ORGANIZATIONAL UNIT:

The Information Systems Division (ISD) mission is to develop, support and promote the business value of IT which
comes from the ability to conduct business processes more reliably, faster and at lower cost. ISD creates value by
continually improving customer service and providing access to information that enables better decision making by
California Department of Social Services (CDSS) business units.

ISD accomplishes this by:

« Effectively managing information systems and equipment;

* Planning, communicating and implementing responsible information technology policies and solutions; and,
« Sharing and transferring information technology knowledge and tools.
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CONCEPT OF POSITION:

Under general direction of the Solutions Development Bureau Chief, IT Manager I, the IT Specialist Il (ITS I1) is
responsible for the development, implementation, maintenance and support of multifaceted enterprise level software
solutions. The IT Specialist Il meets these responsibilities by leading Information Technology (IT) projects and by
performing under general supervision, acts as a team leader on the more complex systems software projects, and/or
works independently as a high-level technical specialist on the more complex systems assignments. This is the
expert specialist level.

A. RESPONSIBILITIES OF POSITION:

30% Perform the most complex solution development and process automation using advanced computer programs
and technologies including, but not limited to: C#, .NET Framework, ASP.NET, RESTful APIs, HTML 5, CSS,
Bootstrap, Vue.js, JavaScript, jQuery, JSON, MVC, WebAPI, Ul / UX, Visual Studio, MS SQL Server, Containerization,
MicroServices Architecture, Windows Tasks, Batch jobs, Docker Container, Cloud native application architecture,
Azure (AD, Function, Dev-OPs) Services, SQL Server Reporting Services (SSRS), ETL. Supports,Tests and
configures Software-as-a-Service Applications (SaaS) including, but not limited to: MS Dynamics CRM, Power
Automate and Power Platform applications. Provides Analyze, design, code, implement, maintain and evaluate
computer software to determine the impact to business needs.

30% Act as technical lead for more complex systems software projects as well as a technical specialist for the
development of software life cycle activities including; user requirements, project planning, status reporting,
prototyping, application programming, testing, training, and implementation of software systems in an Agile, short
release and iterative environment. Control access to network, systems, or databases in order to maintain system
security in accordance with information security and departmental best practices and standard IT operating
procedures. Create processes (install, configure, maintain, secure, backup/recover) to ensure tech staff are consistent
with vendor documentation, application requirements, department standards, and control agency standards.
Research and implement new technologies in the Solutions Development Bureau. Evaluate applicability to new
system application requests, and applications in the pipeline in order reduce the cost of project deployment,
adequately meet/exceed customer expectations and provide leverage-able opportunities for other applications.
Analyze business re-engineering efforts by examination and redesigning the business processes and work flows in
ISD. Develop methods of applying information for improvements that are based on current and innovative
technologies and in line with technical and business needs.

25% Provide technical expertise and leadership in database design and support to ISD database application
development. Provide consultative services to IT personnel in solving system problems and how to establish best use
of hardware and software resources. Provide technical support and maintenance for all solutions development bureau
applications for CDSS and external customers. Serve as a mentor and provide technical expertise and consultation to
staff and users. Monitor and prioritize workload of various enterprise level applications. Provide assistance in resolving
system problems and recommend the best methods of applying new technologies and infrastructure for mission
critical systems. Uses Industry best practices for Application Management and IT Governance, as well as Change and
Risk Release Management methodologies in order to meet the mission of the organization utilizing IT industry trends
and state regulations (e.g. SAM, SIMM, ANSI) to ensure continuous service improvements.

10% Perform project management activities and provide programming expertise, lead IT analysis and coordination
activities by continuously soliciting feedback from customers/stakeholders to clarify requirements and evaluate new
techniques and technologies. Lead and improve the output accuracy by implementing enhancements to support
specific needs of each of CDSS’ programs.

05% Provide assistance with IT Service Management and other special projects for Executive Management and
performs other duties as assigned within scope of the classification. Provide software training to end users in the
deployment of new applications and system enhancements. Provide assistance with other special projects for the
Branch and Executive Management.
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B. SUPERVISION RECEIVED:

The IT Specialist Il receives supervision from the IT Manager .

C. ADMINISTRATIVE RESPONSIBILITY:

Lead all business re-engineering efforts by examination and redesigning the business processes and work-flows,
system analysis, and business re-engineering efforts.

D. PERSONAL CONTACTS:

IT Specialist Il has contact with staff at all levels of the Department as well as representatives of other departments
(i.e., Finance, General Services, Department of Technology and computer vendors).

E. ACTIONS AND CONSEQUENCES:

Success of many of the Department's most visible and critical applications depend on Internet technologies. Failure
to maintain and apply standards, policies and principles related to the CDSS Internet platforms could adversely
affect the ability to provide critical information to its constituency in an effective and timely manner. Failure to meet
the Internet publishing mandates of the Governor's Office could result in sanctions against CDSS and its

management.

F. OTHER INFORMATION:

Local network and wide area network knowledge is required to perform the technical duties of this position. This
position is subject to fingerprinting and criminal record clearance by the Department of Justice (DOJ) and the

Federal Bureau of Investigation (FBI).
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