
SPECIAL REQUIREMENTS OF POSITION (CHECK ALL THAT APPLY):

■■ Designated under Conflict of Interest Code.

■■ Duties require participation in the DMV Pull Notice Program.

■■ Requires repetitive movement of heavy objects.

■■ Performs other duties requiring high physical demand.  (Explain below)

■■ None

■■ Other (Explain below)

STATE OF CALIFORNIA - HEALTH AND HUMAN SERVICES AGENCY CALIFORNIA DEPARTMENT OF SOCIAL SERVICES

State of California - Department of Social Services
DUTY STATEMENT
EMPLOYEE NAME:

CLASSIFICATION:

DIVISION/BRANCH/REGION:  (UNDERLINE ALL THAT APPLY) BUREAU/SECTION/UNIT:  (UNDERLINE ALL THAT APPLY)

SUPERVISOR’S NAME: SUPERVISOR’S CLASS:

POSITION NUMBER:

I certify that this duty statement  represents an accurate
description of the essential functions of this position.

I have read this duty statement and agree that it represents the
duties I am assigned.

SUPERVISOR’S SIGNATURE DATE EMPLOYEE’S SIGNATURE DATE

SUPERVISION EXERCISED (Check one):

■■ None ■■ Supervisor ■■ Lead Person ■■ Team Leader
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FOR SUPERVISORY POSITIONS ONLY:  Indicate the number of positions by classification that this position DIRECTLY supervises.

Total number of positions for which this position is responsible:

FOR LEADPERSONS OR TEAM LEADERS ONLY:  Indicate the number of positions by classification that this position LEADS.

MISSION OF ORGANIZATIONAL UNIT:



CONCEPT OF POSITION:

A.  RESPONSIBILITIES OF POSITION:
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B.  SUPERVISION RECEIVED:

C.  ADMINISTRATIVE RESPONSIBILITY:

D.  PERSONAL CONTACTS:

E.  ACTIONS AND CONSEQUENCES:

F.  OTHER INFORMATION:
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	ssup21PS373PG1: 
	number22PS373PG1: 
	lead23PS373PG1: 4-6 Information Technology Specialist I
	mission24PS373PG1: The Information Systems Division (ISD) mission is to develop, support and promote the business value of IT which comes from the ability to conduct business processes more reliably, faster and at lower cost.  ISD creates value by continually improving customer service and providing access to information that enables better decision making by CDSS business units. ISD accomplishes this by:• effectively managing information systems and equipment;• planning, communicating and implementing responsible information technology policies and solutions; and,• sharing and transferring information technology knowledge and tools.
	concept25PS373PG2: Under the general direction of Information Systems Division (ISD) Assistant Deputy Director, the Information Technology Specialist II (IT Spec. II) is responsible for the technical development, implementation, maintenance and support of the County Expense Claim Reporting Information System (CECRIS) Project and supports other project initiatives. The IT Spec. II provides technical expertise through project life cycles and leads staff and consultants. The primary duties of the IT Spec. II include: technical and system development, architecture, operation, and maintenance of  systems including user research, user centric design, development or configuration, testing, and implementation of the business application services.
	responsibilities26PS373PG2: 40%  Serve as ISD’s technical development subject matter expert. Create, review, and approve project architecture, related tools, methods, standards, and procedures, develop processing standards and procedures for the most complex systems and projects. Act as scrum master/project developer supporting software life cycle activities including: project planning, procurement, status reporting, project consultation, prototyping, application programming, testing, training, and implementation of software systems in an Agile, short release and iterative environment.Perform test driven development, develop secure applications, structured application programming focusing on using computer languages and technologies including, but not limited to:  Microsoft Dynamics, JavaScript, Angular, TypeScript, NodeJS, RESTful API's, Cascading Style Sheet - CSS3, HTML5, jQuery, AJAX, LINQ, Entity Framework, microservices architecture, C#, ASP.NET, Windows Tasks, batch jobs, Docker Container, Cloud native application architecture, Dev-Ops, Azure, Amazon Web Services, model-view-controller, Team Foundation Server, Transact-SQL, Dynamics 365, and Microsoft SQL Server.  25%  Serve as lead for system development and architecture. Provide technical expertise and perform the most complex analysis, studies, test, and activities associated with application architecture, database design, and application development.  Review technical design specifications provided by systems integrator and review work of other ISD consultants or staff as necessary. Provide technical expertise to resolve application issues.Serve as a mentor and provide consultation and staff development support on processes and procedures related to IT policies, standards, and methodologies. Monitor, prioritize and lead both state staff and contractor workload of various applications. Resolve system problems and recommend the best methods of applying new technologies for the most critical systems. Ensure secure application development best practices are followed.   20% Support the enterprise architects in the development of IT standards and best practices. Recommend technology areas requiring standardization and gather information, perform research, and lead meetings to support standardization and innovation activities. Coordinate with other members of the Lead Enterprise Applications and Data Specialists (LEADS) and enterprise architects to recommend and develop best practices, standards, and architectures.10%  Serve as technical point of contact for business, functional and technical project requirements and solution analysis. Assist the project team to ensure that project goals are achieved according to project plans and in accordance with PAL guidelines.  Ensure proper IT governance and compliance with State, Agency, Federal, Department, and industry standards. Support project development and customer expectations by developing detailed specifications, analyzing data and situations, reasoning logically and creatively, identifying problems, drawing conclusions, and developing effective solutions. Elicit, analyze, validate, specify, verify and manage stakeholder needs and requirements. Facilitate collaboration between stakeholders and contractors. Support the system integrator and other consultants throughout project development, test, implementation, and maintenance.  Ensure user acceptance and work with business end users and the Project Management Office to provide system reporting requirements are met and ongoing system changes are addressed and in line with technical and business needs.  Provide training to end users in the deployment of new applications and system enhancements and other related duties.5%  Provide consultation to others within ISD and support special projects for Executive Management and performs other duties as assigned within the scope of the classification.  
	supervision27PS373PG3: Information Technology Specialist II (IT Spec. II)  report directly to the Assistant Deputy Director.
	administrative28PS373PG3: Lead all business re-engineering efforts by examination and redesigning the business processes and work-flows, system analysis, and business re-engineering efforts. 
	personal29PS373PG3: IT Spec. II has contact with staff at all levels of the Department as well as representatives of other departments (i.e., Finance, General Services, Department of Technology and computer vendors).
	actions30PS373PG3: Success of many of the department's most visible and critical applications depend on application solutions. Failure to maintain and apply standards, policies and principles related to the CDSS applications could adversely affect the ability to provide critical information to its constituency in an effective and timely manner. Failure to meet the requirements of the California Department of Technology could result in sanctions against CDSS and its management.  
	other31PS373PG3: This job requires working on a personal computer, 75% of the time. This position requires a background investigation, including a criminal conviction history screening, before hire (IRS Publication 1075). Applicants are required to submit fingerprints via the Live Scan process to the Department of Justice (DOJ) and the Federal Bureau of Investigation (FBI). Background investigation clearance is a condition of employment for this position.


