STATE OF CALIFORNIA - HEALTH AND HUMAN SERVICES AGENCY CALIFORNIA DEPARTMENT OF SOCIAL SERVICES

State of California - Department of Social Services

DUTY STATEMENT

EMPLOYEE NAME:

VACANT

CLASSIFICATION: POSITION NUMBER:

INFORMATION TECHNOLOGY SPECIALIST | 761-1402-400

DIVISION/BRANCH/REGION: (UNDERLINE ALL THAT APPLY) BUREAU/SECTION/UNIT: (UNDERLINE ALL THAT APPLY)

ISD / OPERATIONS AND MANAGEMENT BRANCH CUSTOMER SUPPORT / NETWORK CLIENT SERVICES
SUPERVISOR'S NAME: SUPERVISOR'S CLASS:

NATALIE BELTON INFORMATION TECHNOLOGY MANAGER I

SPECIAL REQUIREMENTS OF POSITION (CHECK ALL THAT APPLY):

L Designated under Conflict of Interest Code.

[J Duties require participation in the DMV Pull Notice Program.

O Requires repetitive movement of heavy objects.

Performs other duties requiring high physical demand. (Explain below)

] None

O Other (Explain below)
The incumbent must be able to move IT equipment which can weigh up to 35 Ibs. Due to inventory management
and relocation activities, this position may also require to move 50-60 Ibs, may require extensive time standing
and walking, and occasional travel statewide. Fingerprint clearance is required.

| certify that this duty statement represents an accurate | have read this duty statement and agree that it represents the

description of the essential functions of this position. duties | am assigned.

SUPERVISOR'S SIGNATURE DATE EMPLOYEE'S SIGNATURE DATE

SUPERVISION EXERCISED (Check one):

L None L Supervisor L Lead Person Team Leader

FOR SUPERVISORY POSITIONS ONLY: Indicate the number of positions by classification that this position DIRECTLY supervises.
N/A

Total number of positions for which this position is responsible:

FOR LEADPERSONS OR TEAM LEADERS ONLY: Indicate the number of positions by classification that this position LEADS.

N/A

MISSION OF ORGANIZATIONAL UNIT:

ISD's mission is to develop, support and promote the business value of IT which comes from the ability to conduct
business processes more reliably, faster and at lower cost. ISD creates value by continually improving customer
service and providing access to information that enables better decision making by CDSS business units.

ISD accomplishes this by:

« effectively managing information systems and equipment;

« planning, communicating and implementing responsible information technology policies and solutions; and,
« sharing and transferring information technology knowledge and tools.
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CONCEPT OF POSITION:

Under the general supervision of the Information Technology Manager | (ITM1) the Information Technology
Specialist | (ITS1) is responsible for providing technical expertise and support for the management of the
organization's assets and inventory, as well as providing advice, consultation and analytical problem

solving assistance in complex end user computing. This position's role encompasses various aspects of asset
tracking, compliance, reporting, and collaboration with stakeholders. This position develops and implements the
necessary procedures to record and track all organization assets, including relocation, removal, and performance of
various pieces of computing equipment.

A. RESPONSIBILITIES OF POSITION:

Asset Tracking and Compliance: 45%

Utilize your in-depth understanding of asset management principles to guide the accurate tracking, storage, and
maintenance of hardware, software, infrastructure assets, and inventory.

Apply your knowledge to ensure assets are appropriately categorized, labeled, and documented within the asset
management system and stored and retrieved properly for the organization.

Implement and maintain processes to track asset lifecycles, monitor usage patterns, and maintain compliance with
relevant regulations and policies. Collaborate with cross-functional teams to validate asset data accuracy and resolve
discrepancies. Collaborate with cross-functional teams to purchase equipment for the department and organization.

Analysis, Reporting and Documentation: 20%

Generate regular reports on asset utilization, maintenance schedules, and potential risks to assist decision-making by
branch, division, and departmental leadership.

Maintain up-to-date documentation related to assets, processes, and procedures including specifications, warranties,
and licensing information.

Conduct thorough analysis of asset metrics to identify trends, patterns, and opportunities for optimization and use
insights from the analyses to formulate actionable recommendations that enhance asset utilization, cost-effectiveness,
and performance.

Present solutions and recommendations to senior management and stakeholders.

Stakeholder Collaboration: 15%

Work closely with internal stakeholders to understand asset requirements and ensure that assets are available and
functional when needed.

Facilitate communication between operations teams, other branches, and divisions to optimize asset allocation and
utilization.

Risk Management: 15%
Identify potential risks related to asset management processes and propose strategies to mitigate vulnerabilities,
ensuring data security and system stability.

Continuous Improvement and Other Duties: 5%

Stay informed about industry best practices and emerging technologies in asset management, recommending
improvements to enhance efficiency and effectiveness.

Attend training and interact with other teams, divisions, outside departments and agencies to share ideas, understand
mandates, and keep up to date on the latest trends in the IT field. Participate in the ITIL service management process
and attend the Daily Stand-up meeting. Perform other related duties as assigned, including, but not limited to, special
projects, providing support to other Department IT management and staff, and acting as Department liaison attending
recurring meetings.
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B. SUPERVISION RECEIVED:

The IT Specialist | will report directly to the Information Technology Manager | over the Customer Support Bureau
as part of the Network Client Services Section.

C. ADMINISTRATIVE RESPONSIBILITY:

The IT Specialist | is responsible for IT technical and services support, procurements, and deployments, including
the maintenance of effective policies and procedures. Manages IT related asset tracking, forms, and reporting.

D. PERSONAL CONTACTS:

The IT Specialist | has routine contact with government and private sector employees including Executive staff,
management, staff, consultants, technical support staff, and vendors.

E. ACTIONS AND CONSEQUENCES:

The IT Specialist | must exercise good judgment in providing assistance, consultation, and communication to all
levels of staff, and follows established IT policies and procedures to ensure standardization and continuity of service
delivery. The Department services the citizens of California by providing social services. High quality, appropriate
deployments and use of the IT assets is crucial to servicing the needs of California citizens. Failure to provide timely
and appropriate IT support to staff may result in the failure of CDSS staff to administer mandated social services
programs, non-productivity, and frustration.

F. OTHER INFORMATION:

Job requires operating a computer terminal approximately 80% of the time. This position requires a background
investigation, including a criminal conviction history screening, before hire (IRS Publication 1075). Applicants are
required to submit fingerprints via the Live Scan process to the Department of Justice (DOJ) and the Federal
Bureau of Investigation (FBI). Background investigation clearance is a condition of employment for this position.

The incumbent must possess strong customer service skills and be able to work in a team environment, as well as
independently. The incumbent must also possess comprehensive knowledge of how IT and telecom equipment
works, operating systems and application software. The successful candidate will also possess strong analytical
skills, and excellent interpersonal and communication skills. The job requires some travel to other regional offices
within California.
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