
SPECIAL REQUIREMENTS OF POSITION (CHECK ALL THAT APPLY):

■■ Designated under Conflict of Interest Code.

■■ Duties require participation in the DMV Pull Notice Program.

■■ Requires repetitive movement of heavy objects.

■■ Performs other duties requiring high physical demand.  (Explain below)

■■ None

■■ Other (Explain below)

STATE OF CALIFORNIA - HEALTH AND HUMAN SERVICES AGENCY CALIFORNIA DEPARTMENT OF SOCIAL SERVICES

State of California - Department of Social Services
DUTY STATEMENT
EMPLOYEE NAME:

CLASSIFICATION:

DIVISION/BRANCH/REGION:  (UNDERLINE ALL THAT APPLY) BUREAU/SECTION/UNIT:  (UNDERLINE ALL THAT APPLY)

SUPERVISOR’S NAME: SUPERVISOR’S CLASS:

POSITION NUMBER:

I certify that this duty statement  represents an accurate
description of the essential functions of this position.

I have read this duty statement and agree that it represents the
duties I am assigned.

SUPERVISOR’S SIGNATURE DATE EMPLOYEE’S SIGNATURE DATE

SUPERVISION EXERCISED (Check one):

■■     None ■■     Supervisor ■■     Lead Person ■■     Team Leader
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FOR SUPERVISORY POSITIONS ONLY:  Indicate the number of positions by classification that this position DIRECTLY supervises.

Total number of positions for which this position is responsible:

FOR LEADPERSONS OR TEAM LEADERS ONLY:  Indicate the number of positions by classification that this position LEADS.

MISSION OF ORGANIZATIONAL UNIT:



CONCEPT OF POSITION:

A.  RESPONSIBILITIES OF POSITION:
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B.  SUPERVISION RECEIVED:

C.  ADMINISTRATIVE RESPONSIBILITY:

D.  PERSONAL CONTACTS:

E.  ACTIONS AND CONSEQUENCES:

F.  OTHER INFORMATION:
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	Text1PS373PG1: VACANT
	Text2PS373PG1: INFORMATION TECHNOLOGY SPECIALIST II
	Text3PS373PG1: 800-763-1414-XXX
	Text4PS373PG1: ISD / OPERATIONS AND MANAGEMENT BRANCH
	Text5PS373PG1: REGIONAL OFFICE SUPPORT - FEDERAL
	Text6PS373PG1: VACANT
	Text7PS373PG1: ITM I
	box8PS373PG1: Yes
	box9PS373PG1: Off
	box10PS373PG1: Yes
	box11PS373PG1: Yes
	box12PS373PG1: Off
	box13PS373PG1: Yes
	other14PS373PG1: The incumbent must be able to lift and carry IT equipment which can weigh up to 50 lbs.  Travel and after hours or altered hours may be required to support Disability Determination Service Division (DDSD) branches, special state-wide IT projects and possible data center callbacks.  
	date15PS373PG1: 
	date16PS373PG1: 
	box17PS373PG1: Off
	box18PS373PG1: Off
	box19PS373PG1: Yes
	box20PS373PG1: Off
	ssup21PS373PG1: N/A
	number22PS373PG1: 
	lead23PS373PG1: 2 - IT Specialist I
	mission24PS373PG1: ISD's mission is to develop, support and promote the business value of IT which comes from the ability to conduct business processes more reliably, faster and at lower cost.  ISD creates value by continually improving customer service and providing access to information that enables better decision making by CDSS business units.

ISD accomplishes this by:
• effectively managing information systems and equipment;
• planning, communicating and implementing responsible information technology policies and solutions; and,
• sharing and transferring information technology knowledge and tools.

	concept25PS373PG2: The Information Technology Specialist II reports directly to the Information Technology Manager I.   The Information Technology Specialist II is responsible for advanced level system administration for Disability Determination Service (DDSD)  Branch  Offices (Federal and State) working with Social Security Administration (SSA) IT staff in a lead capacity in new and existing complex IT projects in the Client Services and IT Project Management domains. The Information Technology Specialist II works in direct contact with CDSS IT staff, SSA IT administrators,and project administrative staff, and other CDSS support staff to provide complex advice, consultation, and analytical problem solving assistance in network, server, and end user support for multiple networks including Federal and State.
	responsibilities26PS373PG2: 40%- Acts as recognized technical specialist on complex system assignments by applying principles and methods for planning, performing, and managing the implementation,update, and integration of information systems components. Provides functional leadership and technical expertise for installation, administration, coordination,
automation, configuration, and maintenance of network, server, and enterprise environments. Mentors new staff effectively using various tools such as on the job training, presentations, and documentation. Performs root cause analysis to determine nature of environment issues as they arise, specifically as it relates to upgrades, patches, and
software performance. Accepts and supports planned and unplanned changes indirection and refocuses efforts to accommodate new priorities. Acts as a project lead, functional lead, and/or Subject Matter Expert (SME) on the most complex technical problems/requests/projects and coordinates the efforts of both the SSA and CDSS staff to provide a
technology solution. Proactively monitors solutions on SSA and CDSS networks and enterprise environments to ensure stability and availability.  Advises management on technical solutions and formulates technical strategies and policies to support the Enterprise environments. Maintains availability and actively engages in informal team meetings, discussions,knowledge transfer, and incident response. Assists the department to adopt and enforce environment best practices and standards. Develops and modifies existing team SLAs, OLAs, and other process related document

20%-Leadership: 
As a team lead, your role is to ensure effective communication with customers, technical staff, management, and vendors.  Encourage team building, facilitate cross training and promote continuous improvement and review the work of peers to ensure accuracy and quality of work. Define procedures for incident and problem escalation. Facilitate communication in an effective manner between SSA and CDSS Service Desks, SSA and CDSS IT (ISD) Management, and customers. Train subordinates to properly use software tools and understand their impact and changes to their computer environment. Oversee peers' work projects to ensure that their work is timely, complete, and meets business requirements. Notify all staff of any IT related outages/issues via an email. Provide office systems support for legacy systems and new systems in compliance with Department standards.  Document and maintain inventory of information technology assets.  Analyze and recommend procurement for customer specific business solutions.  Conduct annual security and operations reviews including reconciliation of server room disaster plans and site specifications.

20%- Maintenance: 
Maintain the current configuration of systems/network hardware, software, and documentation to meet standard operating requirements.  Continuously review and update the security baseline on supported OS images and systems.  Coordinate with 3rd party vendors to implement and ensure all systems are running with the most updated version of As a lead, work with staff in updating and keeping track of system inventory, service mapping, and application ownership. Review and generate security compliance reports to validate that all security patches/updates are successfully deployed.

15%-Recovery: 
Participate in disaster recovery and operational recovery planning to ensure system security and business resumption.  Maintaining hardware/software configuration documentation to assist with disaster and operational recovery.  Ensuring that disaster recovery and operational recovery plans are current, and facilitate future upgrades or enhancements as required.  Perform backup and validation to ensure that backups are done correctly and the data is recoverable.

5% -Other: Attend training to keep up-to-date on the latest trends and changes in the IT field. Evaluate, research and provide recommendations to DDSD branch requests for specialized software and hardware. Participate in SSA nationwide infrastructure calls to ensure understanding of upcoming future roll-outs of new software and hardware equipment. Supports, complies with and understands CDSS and SSA’s Information Security Plan.

	supervision27PS373PG3: The IT Spec II receives direction from the IT Manager I, who will ensure staff is sufficiently aware of the Bureau, Branch, Division, and Departmental goals and policies to support them through project activities and management actions.
	administrative28PS373PG3: Reinforces with subordinate staff the Bureau, Branch, Division and Departmental goals and established policies and procedures to support them through work assignments. Creates, reviews and recommends effective policies and procedures for IT and telecom support, procurement, deployment and usage. The IT Specialist II works closely with the Program management staff and provides technical assistance on Division-specific applications, and helps to maintain the Division Operational Recovery Plan, Business Continuity and Contingency Plan, and the Agency Information Management Strategy (AIMS) report. The IT Specialist II reviews and recommends approval for all hardware and software purchase requests; oversees inventory maintenance; the periodic refresh of hardware and software; ensures the divisions are in compliance with all IT policies and reporting on work activities through the Call Tracking System.
	personal29PS373PG3: The IT Specialist II has daily contact with other technical staff and management. The IT Specialist I also works with program areas, customers, other government agencies (State, County and Federal) and vendors.  
	actions30PS373PG3: The Department’s information technology infrastructure is dependent upon the actions taken by this position. This is the Department’s advanced specialist and the position is involved, on a consultative basis, in all projects and system deployments. The research and recommendations from the incumbent will affect technical decisions and directions for years to come. Poor judgment by this individual could have far-reaching negative consequences for the Department’s programs.
	other31PS373PG3: Job requires operating a computer terminal approximately 90% of the time. This position requires a Federal background investigation through SSA and a CDSS background check through LiveScan, including a criminal conviction history screening, before hire (IRS Publication 1075).  Applicants are required to submit fingerprints via the Live Scan process to the Department of Justice (DOJ) and the Federal Bureau of Investigation (FBI).  Background investigation clearance is a condition of employment for this position.

The incumbent must possess strong customer service skills and be able to work in a team environment, as well as independently. The incumbent must also possess comprehensive knowledge of how IT and telecom equipment works, operating systems and application software. The successful candidate will also possess strong analytical skills, and excellent interpersonal and communication skills. The job requires some travel to other regional offices within California.


